
Guidelines for e-token 

 
It has been observed that various new e-tokens of different makes are being introduced 

in Indian market. 

These e-tokens all use different drivers and methodology. It has also been observed 

that some tokens do not work if both signing and encryption certificates are installed in 

them. Please note that as per CVC and CCA guidelines the NexTenders e- tendering 

application requires both the certificate at different stages in the workflow. 

We support all leading e-tokens in our application. Any untested or new token may not 

work properly. We recommend to end users that they consult with our local 

representative at the respective locations before procuring new e-tokens. 

 
The following e-tokens with their current drivers are tested and working fine with 

our system i.e. https://haryanaeprocurement.gov.in : 
 

Sr. No. Manufacturer Token Name 

1 Feitian Technologies Co. Ltd ePass2003 
2 eToken Aladdin E-Token 

3 Giesecke & Devrient GmbH Giesecke & Devrient GmbH (Moser Baer) 

4 DIGIPASS KEY VASCO 

5 Rainbow Technologies, Inc. Safe net ikey 2032 
6 Bit4id - Universal MW Bit4id - Universal MW 

7 Feitian Technologies Co. Ltd Auto ePass2003 Auto 

8 WD Proxkey Grey / SPC Token WD Proxkey Grey / SPC Token 
9 Trust key(TKC) Trust key(TKC) 

10 Feitian Technologies Co. Ltd Auto ePass2003 Auto 

11 mToken CryptoID mToken CryptoID 

 

 

NOTE: - 

1. Revoked certificate will not be worked on this e-procurement application. 

2. Based upon the recent analysis/feedback it has been observed that the Users are 

facing problem while mapping the below e-Token containing their Digital Signature 

Certificate respectively at https://haryanaeprocurement.gov.in: 

(i) WD Proxkey (Except Grey/SPC token) 

(ii) Trustkey (Except TKC 163c418) 

(iii) Gemalto 


